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China Cryptographic Society

Announcement of the results of the national cryptographic algorithm design competition algorithm selection

According to the work arrangement of the National Cryptographic Algorithm Design Competition, after formal review,
Public review, testing and evaluation, and expert selection, the final selection results of the competition have been revealed
dawn. The "National Cryptographic Algorithm Design Competition Public Key Algorithm Selection Results" (see
Attachment 1) and "Selection Results of Grouping Algorithms in the National Encryption Algorithm Design Competition" (see
Attachment 2) To be publicized, any unit or individual who holds the opinion of the publicized selection results
If you have any objections, please submit it to the Office of the Chinese Cryptography Society within 5 days from the date of publication.
The unit or individual that raises the objection shall submit the complaint in written form with their true identity.
Opinions and relevant supporting materials and contact information are attached, otherwise it will not be accepted.

Contact number: 01. "59703621

land Address: No. 7 Kengchang Road, Fengtai District, Beijing (100036)

Email: cacr@cacrnet.org. en

Attachment: 1. Public key algorithm selection results of the National Cryptographic Algorithm Design Competition

2. Selection results of grouping algorithms in the National Encryption Algorithm Design Competition
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attachment1

Public Key Algorithm Selection Results of the National Cryptographic Algorithm Design Competition

First prize: Aigis-sig, LAC.PKE, Aigis-enc

Second prize: LAC.KEX, SIAKE, SCloud, AKCN (formerly
AKCN-MLWE)

Third prize: OKCN (formerly known as SKCN-Zhou WE), Fatseal, Mulan,

AKCN-E8, TALE, PKP-DSS, Piglet- |
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